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Dear Mr. Young: 

 
I have received your August 12 and August 10 letters from the Secretary of 

Transportation indicating the results Federal Aviation Administration (FAA) 

Investigation based on a whistle blower complaint.  Thank you and others in the Office of 

the Special Counsel (OSC) for investigating this matter.  The investigation revealed that 

based on the absence of findings; there are no recommendations for corrective action.  I 

take exception to several points in their response to OSC and will clarify them.  Please 

consider my comments regarding the FAA investigative report and the Secretary of 

Transportation response to OSC; 
 

1.  W i t h  regard to the FAA investigation response that "Because FAA" never had 

authority and regulatory oversight to certify or exercise regulatory oversight of U.S. 

military aircraft; it has no authority to conduct airworthiness reviews of either 

manned or unmanned military aircraft".  I point to an FAA legal interpretation dated 

November 30 2011 (Exhibit One) where the FAA Assistant Chief Counsel in their 

answer to the U.S. Army's second question states, "Public aircraft operations are 

required to comply with the regulations in Title 14 of the Code of Federal 

Regulations that apply to all aircraft operating in the NAS".  The interpretations 

further states, "There may be other regulations that apply to specialized operations in 

which the language includes public aircraft operations".  It is important to note that 

DoD aircraft are considered public aircraft as defined in FAA Federal Aviation 

Regulation (FAR) in 14CFR part 1.1 (1)(i)(ii)(iii) General Definitions (Exhibit Two).  

Public aircraft when operating in the NAS must comply with relevant FAA 

regulations that pertain to all "aircraft” requirements contained in 14CFR part 91 

General Operating and Flight Rules.  The Secretary's assertion that "DoD aircraft, 

per se, is required to comply with air traffic control rules and procedures when 

operating DoD "aircraft" gives the reader a false impression. 
 

2.  Because of the inability of Unmanned Aircraft Systems (UAS) to comply with the 

'"see and avoid" requirement in 14CFR  §91.113(b) Right-of-way rules: all UAS 

aircraft desiring to operate in the NAS must request a waiver in accordance  with 

federal aviation regulation (FAR) 14CFR91 Subpart J-Waivers part §91.903(a),
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Procedures and Policy (Exhibit Three), or request the issuance for an FAA 

experimental airworthiness certificate.  14CFR 91.903(a) states in part, "The 

Administrator  may issue a certificate of waiver authorizing the operation of aircraft in 

deviation of any rule listed in this subpart if the Administrator finds the proposed 

operation can be safely conducted under the terms of that certificate of waiver".  FAA 

Flight Standards Service (AFS) Aviation Safety Inspectors are responsible for 

reviewing the safety and interoperability of UAS civil and public aircraft flight 

operations under a waiver in the NAS, (Ref. FAA Inspector Handbook Order 8900.1, 

Volume Sixteen, formerly FAA Notice 8900.227).  Air Traffic Control (ATC) 

Specialists review civil and public UAS aircraft waiver requests for the ATC planning, 

coordination and services involving the operation under a waiver in the NAS (Ref. FAA 

Notice 7210.846).  These two distinct waiver evaluation processes are required because 

ATC personnel are not trained in or qualified to assess the interoperability and safety of 

UAS (e.g., airworthiness statement) and AFS is not qualified or trained in the ATC 

application, planning coordination and services. 
 

3.  The FAA investigation report references several Title Ten U.S.C. citations as 

justification for not conducting FAA safety reviews for DoD UAS waiver requests. 

These citations address the authority and responsibility of the Secretary of Defense 

and each Secretary of our military to ensure the development, functioning and 

efficiency of our Armed Forces.  There is no specificity to the citations or references 

that relieve FAA’s obligation to ensure safe operations in U.S. civilian airspace when 

operating under the terms of a waiver.  Additionally, the current FAA DoD waiver 

review process is contrary to the regulatory requirement in 14CFR 91.903(a) regarding 

safety.  The reasoning behind the complaints by DoD against the waiver safety review 

obfuscated FAA investigators and may adversely impact safety in the NAS.  The FAA 

investigators should have asked why are DoD public aircraft exempt from the waiver 

safety review, while other public aircraft waivers are not. 

 
4.  The FAA investigation report made note of the FAA UAS office Executive Manager 

performing safety reviews for DoD waiver requests during the 2013 government 

shutdown.  What the report did not reflect is the FAA Executive Manager was not 

qualified or authorized to conduct the safety reviews in accordance with the FAA 

guidance published at that time.  FAA waiver safety reviews are performed by 

qualified Aviation Safety Inspectors (ASI), whereas the FAA Executive Manager is not 

an ASI or qualified in this respect.  The FAA UAS Integration Office is staffed with 

qualified ASI's  to perform safety reviews and ASI management personnel was on call 

during the government shutdown for this purpose 
 

5.  For the FAA to bypass DoD UAS safety reviews leads to question the validity of their 

decision when compared to the results of the June 26 2014, Office of the Inspector 

General (OIG) Audit Report (Exhibit Four) which stated "significant  technical, 

regulatory and management barriers exist to safely integrate UAS into the NAS". 
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6.  The OIG is not alone, on July 15 2014; U.S. Senator Feinstein of California, sent a 

letter (Exhibit Five) to the FAA Administrator stating that "The use of drones by 

public agencies in civil airspace is also subject to strict FAA safety oversight through 

the granting of Certificates of Authorization (COA)", i.e., waivers.  "However  press 

reports of accidents and close calls indicate that these safety rules are inadequate, 

under -enforced, or without sufficient penalties to deter dangerous behavior'':  One 

has only to read Craig Whitlock's June 22 2014, Washington Post UAS article(s) to 

learn that more than 400 large U.S. military drones have crashed in major accidents 

around the world since 2001.  That amounts to over thirty military drones crashing 

each year to date. 
 

The approach taken by the Secretary of Transportation in bypassing DoD waiver safety 

oversight is not in the interest of safety.  The FAA is obligated by law to ensure 

airworthy aircraft operate in the NAS, including the protection of persons and property 

on the ground. 

 

I implore the Secretary of Transportation to heed the OIG audit report and Senator’s 

Feinstein’s concern of drones operating in the NAS safely by reinstating the FAA 

waiver safety review process in light of the undesirable safety record portrayed by 

DoD UAS accident mishap statistics.   
 

Do not wait for a serious UAS accident to occur! 

Sincerely, 

 
 

Whistle Blower 



U.S. Department 
of Transportation 

Federal Aviation 
Administration 

NOV 3 0 20i1 
Billy L. Johnson 
U.S. Anny Special Operations Aviation Command 
Special Programs Division 
Fort Bragg, NC 28310 

Dear Mr. Johnson: 

Office of the Chief Counsel 
800 Independence Ave., SW. 
Washington, DC 20591 

This letter responds to your August 2011 email to Karen Petronis of my staff. In your email, 
you asked several questions regarding public aircraft operations as they relate to civil 
operators under contract to the U.S. Army. 

Your first question asks: Since this operator is civil, is he still required to operate under the 
rules of his civil certificate while operating as Public Aircraft? 

If a civil operator is conducting a valid public aircraft operation (PAO), then the 
requirements of its operating certificate would not apply. When properly authorized, the 
Army would be taking responsibility for the PAO flights, including the airworthiness of the 
aircraft. Note that operating outside its certificate authority may, depending on the operation 
and any modifications made to the aircraft, affect the operator's ability to bring the aircraft 
back into civil operations on its certificate. The regulations applicable to all aircraft, such as 
air traffic regulations, still apply. 

The FAA advises all government entities that, if a contract operation can be performed 
within the requirements of an operator's certificate, then it is beneficial to not declare it a 
PAO. If an operator finds that some facet of the proposed operation would violate its civil 
operating certificate, the operator is advised to decline the contract. If the operation is to 
proceed as a public aircraft operation, the government entity and the operator" need to ensure 
that the requirements for operation as a public aircraft are satisfied. If the operation proceeds 
as a civil operation, the operator will be held responsible for any violation of civil 
regulations regardless of the terms of the contract. 

We also must note that the U.S. armed forces have a specific requirement in the public 
aircraft statute regarding contractors. Under 49 USC §40125(c)(l)(C), an aircraft that is 
chartered to provide air transportation or other commercial air services to the armed forces 
qualifies as a public aircraft only when the Secretary of Defense designates the operation as 
being required in the national interest. In general, the FAA interprets 'other commercial air 
service' to be any operation that would be commercially available to the public. 

The declaration by the Secretary of Defense required by the statute is separate from the 
declaration made by a government entity under the FAA's policy for civil contractors. In 
the latter case, all civil operators that are performing contract operations as a public aircraft 



must have a declaration on file with the FAA from the government entity describing the 
flights that are conducted as PAO. 

Your second question is: What rules in a general term ... must he comply with as a civil 
certificate holder? 

2 

Public aircraft operations are required to comply with the regulations in Title 14 of the Code 
of Federal Regulations that apply to all aircraft operating in the national airspace system 
(NAS). There may be other regulations that apply to specialized operations in which the 
language includes public aircraft operations. 

Your third question asks: Does the interpretation of Public Aircraft allow him to carry 
passengers/paratroopers if his certificate does not (PART 13 7)? 

We read this question as asking whether an operator must be civilly certificated by the FAA 
to conduct a certain operation in order to conduct that operation as a PAO. The answer is 
no. When a government entity contracts with an operator to conduct a public aircraft 
operation, the government entity is responsible for the operation, including the airworthiness 
of the aircraft, its capability for the contracted mission, and the competence of the flight 
crew~ The choice of qualifications is a matter for the government entity and is not addressed 
in the public aircraft statute. 

If a government entity requires a contractor to hold a certain civil certification as a term of 
the contract, that contract term is not up to the FAA to enforce. The FAA does not oversee 
contract requirements whether the operation is PAO or civil. When there is a written 
declaration of public aircraft status, the FAA does not oversee the flights for compliance 
with the regulations of 14 CFR except for those that apply to all aircraft in the NAS. If 
flights under a contract are conducted as a civil operation, all of the civil requirements that 
apply to the operation would be enforced. 

Note that in order, to operate as a PAO, the statute requires that only crewmembers or 
qualified non-crewmembers may be c~rried on board the aircraft. This opinion takes no 
position on whether the "passengers/paratroopers" referenced in your question would 
qualify as qualified non-crewmembers for any particular operation. Determinations of PAO 
status are made on a flight by flight basis. 

This interpretation was prepared by Karen Petronis, Senior Attorney for Regulations in my 
office, and coordinated with the General Aviation and Commercial Division (AFS-800) of 
the Flights Standards Service. Please contact Karen Petronis if you have any further 
questions regarding this interpretation. 

Sincerely, 

.£~-ff~ 
Rebe~~ B. M«Pherson 
Assistant Chief Counsel for Regulations, AGC-200 
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'~Public aircraft means any of the following aircraft when not being used for a commercial purpose 
to carry an individual other than a crewmember or qualified non-crewmenber: 

(1) An aircraft used only for the United States Government; an aircraft owned by the Govern mer 
and operated by any person for purposes related to crew training, equipment development, or 
demonstration; an aircraft owned and operated by the government of a State, the District of Columbi 
or a territory or possession of the United States or a political subdivision of one of these government 
or an aircraft exclusively leased for at least 90 continuous days by the government of a State, the 
District of Columbia, or a territory or possession of the United States or a political subdivision of one 
these governments. 

(i) For the sole purpose of determining public aircraft status, commercial purposes means the 
transportation of persons or property for compensation or hire, but does not include the operation of 
aircraft by the armed forces for reimbursement when that reimbursement is required by any Federal 
statute, regulation, or directive, in effect on November 1, 1999, or by one government on behalf of 
another government under a cost reimbursement agreement if the government on whose behalf the 
operation is conducted certifies to the Administrator of the Federal Aviation Administration that the 
operation is necessary to respond to a significant and imminent threat to life or property (including 
natural resources) and that no service by a private operator is reasonably available to meet the three: 

(ii) For the sole purpose of determining public aircraft status, governmental function means an 
activity undertaken by a government, such as national defense, intelligence missions, firefighting, 
search and rescue, law enforcement (including transport of prisoners, detainees, and illegal aliens), 
aeronautical research, or biological or geological resource management. 

(iii) For the sole purpose of determining public aircraft status, qualified non-crewmembermeans 
individual, other than a member of the crew, aboard an aircraft operated by the armed forces or an 
intelligence agency of the United States Government, or whose presence is required to perform, or i~ 
associated with the performance of, a governmental function. 

(2) An aircraft owned or operated by the armed forces or chartered to provide transportation to t 
armed forces if-

(i) The aircraft is operated in accordance with title 10 of the United States Code; 

(ii) The aircraft is operated in the performance of a governmental function under title 14, 31, 32, 
50 of the United States Code and the aircraft is not used for commercial purposes; or 

(iii) The aircraft is chartered to provide transportation to the armed forces and the Secretary of 
Defense (or the Secretary of the department in which the Coast Guard is operating) designates the 
operation of the aircraft as being required in the national interest. 

(3) An aircraft owned or operated by the National Guard of a State, the District of Columbia, or a 
territory or possession of the United States, and that meets the criteria of paragraph (2) of this 
definition, qualifies as a public aircraft only to the extent that it is operated under the direct control of 
Department of Defense. 

http://www.ecfr.gov/cgi-bin/text-idx?SID=f5edel 7114a0f3d57cc142f3e507136f&node=se... 8/28/2014 
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(a) The Administrator may issue a certificate of waiver authorizing the operation of aircraft in 
deviation from any rule listed in this subpart if the Administrator finds that the proposed operation can 
be safely conducted under the terms of that certificate of waiver. 

(b) An application for a certificate of waiver under this part is made on a form and in a manner 
prescribed by the Administrator and may be submitted to any FAA office. 

(c) A certificate of waiver is effective as specified in that certificate of waiver. 

[Doc. No. 18334, 54 FR 34325, Aug. 18, 1989] 

For questions or comments regarding e-CFR editorial content, features, or design, email ecfr@nara.gov. 
For questions concerning e-CFR programming and delivery issues, email webteam@gpo.gov. 

http://www.ecfr.gov/cgi-bin/text-idx?SID=dd9c618014ac6661 a66435a88ea9ac02&node=l ... 8/12/2014 
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 Memorandum 
U.S. Department of 
Transportation 
Office of the Secretary 
of Transportation 
Office of Inspector General 
 
 

Subject: ACTION:  FAA Faces Significant Barriers To 
Safely Integrate Unmanned Aircraft Systems Into 
the National Airspace System 
Federal Aviation Administration 
Report No. AV-2014-061 
 

Date: June 26, 2014 

From: Matthew E. Hampton 
Assistant Inspector General  
     for Aviation Audits 
 

Reply to 
Attn. of:  JA-10 

To: Federal Aviation Administrator 

The Federal Aviation Administration (FAA) forecasts there will be roughly 7,500 
active Unmanned Aircraft Systems (UAS)1 in the United States in 5 years, with 
over $89 billion invested in UAS worldwide over the next 10 years. Unmanned 
aircraft range in size from those smaller than a radio-controlled model airplane to 
those with a wingspan as large as a Boeing 737. These aircraft can serve diverse 
purposes, such as enhancing border security, monitoring forest fires, and aiding 
law enforcement, as well as potential commercial use, such as food and package 
delivery. Due in part to the safety risks associated with integrating UAS into the 
National Airspace System (NAS), FAA authorizes UAS operations only on a 
limited, case-by-case basis. While the capabilities of unmanned aircraft have 
significantly improved, they have a limited ability to detect, sense, and avoid other 
air traffic. 

Concerned with the progress of integrating UAS into the NAS, Congress 
established specific UAS provisions and deadlines for FAA in the FAA 
Modernization and Reform Act of 2012.2 These actions include publishing a 
5-year roadmap, establishing six test ranges, and completing the safe integration of 
UAS into the NAS by September 2015. The Chairmen and Ranking Members of 
the Senate Commerce Committee and the House Committee on Transportation and 
Infrastructure, and those Committees’ Aviation Subcommittees, requested that we 
assess FAA’s progress in these efforts. Accordingly, our audit objectives were to 
                                              
1 UAS consist of systems of aircraft and ground control stations where operators control the movements of aircraft 
remotely. 
2 Pub.L. No. 112-095 (2012). 
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assess (1) FAA’s efforts to mitigate safety risks for integrating UAS into the NAS, 
and (2) FAA’s progress and challenges in meeting the UAS requirements cited in 
the act. 

We conducted this review in accordance with generally accepted Government 
auditing standards. Exhibit A details our scope and methodology, and exhibit B 
lists the specific organizations we visited or contacted. 

RESULTS IN BRIEF 
Significant technological, regulatory, and management barriers exist to safely 
integrate UAS into the NAS. First, following many years of working with 
industry, FAA has not reached consensus on standards for technology that would 
enable UAS to detect and avoid other aircraft and ensure reliable data links 
between ground stations and the unmanned aircraft they control. Second, FAA has 
not established a regulatory framework for UAS integration, such as aircraft 
certification requirements, standard air traffic procedures for safely managing 
UAS with manned aircraft, or an adequate controller training program for 
managing UAS. Third, FAA is not effectively collecting and analyzing UAS 
safety data to identify risks. This is because FAA has not developed procedures for 
ensuring that all UAS safety incidents are reported and tracked or a process for 
sharing UAS safety data with the U.S. Department of Defense (DoD), the largest 
user of UAS. Finally, FAA is not effectively managing its oversight of UAS 
operations. Although FAA established a UAS Integration Office, it has not 
clarified lines of reporting or established clear guidance for UAS regional 
inspectors on authorizing and overseeing UAS operations. Until FAA addresses 
these barriers, UAS integration will continue to move at a slow pace, and safety 
risks will remain. 

FAA is making some progress in meeting UAS-related provisions of the FAA 
Modernization and Reform Act of 2012, but the Agency is significantly behind 
schedule in meeting most of them, including the goal of achieving safe integration 
by September 2015. FAA has completed 9 of the act’s 17 UAS provisions, such as 
selecting 6 test sites, publishing a UAS Roadmap,3 and developing a 
comprehensive plan outlining FAA’s UAS plans in the near- and long-term. 
However, the Agency missed the statutory milestones for most of these provisions, 
and much work remains to fully implement them. FAA is also behind schedule in 
implementing the remaining eight UAS provisions. For example, FAA will not 
meet the August 2014 milestone for issuing a final rule on small UAS operations.4 
FAA’s delays are due to unresolved technological, regulatory, and privacy issues, 

                                              
3 The Roadmap is a guide outlining FAA’s plans for integrating UAS into the NAS over a 5-year period. 
4 The rule is intended to establish operating and performance criteria for small UAS (under 55 pounds) in the NAS that 
are operated within line-of-sight of a pilot or ground observer below 400 feet. 
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which will prevent FAA from meeting Congress’ September 30, 2015, deadline 
for achieving safe UAS integration. As a result, while it is certain that FAA will 
accommodate UAS operations at limited locations, it is uncertain when and if full 
integration of UAS into the NAS will occur. 

We are making recommendations to enhance the effectiveness of FAA’s efforts to 
safely integrate UAS into the NAS. 

BACKGROUND 
Although some UAS technology has existed for many years, there are currently 
only a limited number of UAS authorized to operate in U.S. airspace. FAA 
authorizes UAS operations by issuing Certificates of Waiver or Authorization 
(COA) for public use5 and Special Airworthiness Certificates in the experimental 
and restricted categories for civil (private sector) use. Without authorization, FAA 
states that commercial operations are prohibited.6 There are currently about 300 
active public-use authorizations, 18 experimental special airworthiness 
certificates, and 2 restricted category airworthiness certificates for over 100 
aircraft types.   

UAS can vary widely in size and serve a variety of purposes, from military 
training and law enforcement to research and commercial. Figure 1 depicts 
examples of large and small unmanned aircraft. 

Figure 1. Examples of Large and Small Unmanned Aircraft 

 
    Source: FAA 

Regardless of aircraft size, significant differences between unmanned and manned 
aircraft make their integration into the NAS more difficult to achieve. For 
example, unlike manned aircraft, UAS pilots operate unmanned aircraft on the 

                                              
5 Public use UAS are flown by Federal, state, or local governmental agencies. 
6 In June 2013, FAA issued a civil penalty against an individual for allegedly operating a UAS for commercial purposes 
in a careless or reckless manner and endangering life or property. In an appeal of this case, an administrative law judge 
at the National Transportation Safety Board (NTSB) found that the UAS in question was a “model aircraft,” not an 
“aircraft,” and therefore not subject to any binding FAA regulation. FAA has appealed the decision to the full NTSB. 
OIG takes no position on the merits of the legal positions taken by the parties. 
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ground from either a remote control device or a ground control station, such as 
that depicted in figure 2.  

Figure 2. Example of a UAS Ground Control Station 

 
                                                   Source: OIG 

From the ground, pilots control the movements and operation of an unmanned 
aircraft via a radio or satellite-based communication data link. In addition, air 
traffic facilities interact with UAS using various technologies, such as radar. 
Figure 3 details the systems that work together to form a UAS.  

Figure 3. Example of an Unmanned Aircraft System 

 
Source: OIG 

Given the complex systems and data communications involved in UAS, the 
integrity, stability, and security of the link between the ground control station and 
the unmanned aircraft are critical to the safe operation of the UAS. An interruption 
in the data link is known as a “lost link.” A lost link event, which could last for a 
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second or several minutes, could pose a significant safety risk because direct 
control of the aircraft by the pilot on the ground has been lost.   

BARRIERS LIMIT PROGRESS WITH UAS INTEGRATION INTO 
THE NAS  
Although FAA is taking steps to advance UAS operations, significant 
technological barriers remain, limiting FAA’s progress in achieving safe 
integration. In addition, FAA has not yet achieved consensus on regulatory 
standards for integrating UAS into the NAS, including defining minimum 
performance and design certification standards. FAA faces further challenges 
because the Agency has yet to develop standardized air traffic control (ATC) 
procedures specific to the unique characteristics of UAS, and the Agency has not 
established a sufficient framework for sharing and analyzing safety data from 
UAS operators. Finally, organizational barriers—such as a lack of clear lines of 
reporting for UAS staff—are further impeding FAA’s progress in integrating and 
overseeing UAS operations. 

Technological Challenges Impede UAS Integration 
FAA’s efforts to integrate UAS depend on ensuring that UAS technology is 
advanced and robust enough to operate safely in the same airspace as manned 
aircraft. However, two technological barriers that pose significant UAS safety 
risks are delaying FAA’s goals. First, because there are no pilots on board, a UAS 
cannot comply with the “see and avoid”7 requirements that underpin operational 
safety in the NAS. However, there is currently a lack of a mature UAS technology 
capable of automatically detecting other aircraft operating in nearby airspace and 
successfully maneuvering to avoid them. Experts we interviewed stated that 
“detect and avoid” is the most pressing technical challenge to integration. 

Second, UAS must maintain an adequate link to ground control commands to 
ensure that pilots never lose control of their aircraft. However, UAS still lack the 
adequate technology to prevent “lost link” scenarios—disruptions between the 
ground based operator and the aircraft—which creates significant safety 
challenges for both controllers and operators. For example, in August 2010, the 
Navy temporarily lost contact with a UAS helicopter due to a software issue, 
which resulted in the aircraft flying into restricted airspace surrounding 
Washington, DC. Additionally, according to a report from the Aviation Safety 
Reporting System8 in March 2012, a UAS operating at an altitude of 20,000 feet 
lost the control link between the ground operator and the aircraft for several 
                                              
7 While FAA 14 CFR 91.113 speaks of a pilot’s ability to “see and avoid” other aircraft and objects, the UAS 
community is using the term “detect and avoid” to describe the desired capability of UAS. 
8 The Aviation Safety Reporting System collects, analyzes, and responds to voluntarily submitted aviation safety 
incident reports in order to lessen the likelihood of aviation accidents. 
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minutes. The unmanned aircraft descended to 19,000 feet without authorization 
from air traffic control. 

To address these technological barriers, there are several research projects 
underway at FAA and other agencies, such as DoD and the National Aeronautics 
and Space Administration (NASA). For example, FAA has research that will test 
communications between ground operators and unmanned aircraft as well as 
determine the amount of aircraft traffic information a UAS pilot needs to 
successfully execute a collision avoidance maneuver. Additionally, DoD is 
currently testing a ground-based detect and avoid system.  

FAA has also conducted detect and avoid research in addition to research projects 
on other UAS-related topics, such as maintenance and repair, human factors, test 
sites, and operational assessments (see table 1). FAA budgeted $4.2 million to 
conduct UAS research in fiscal year 2013 and $8.6 million in fiscal year 2014.  

Table 1. FAA’s Technical Center UAS Research and 
Development Portfolio for Fiscal Year 2013–2014 

Focus Area Number of Research Tasks 

Detect and Avoid 9 

Control and Communications 5 

UAS Maintenance and Repair 1 

UAS Human Factors 1 

UAS Test Sites 1 

UAS Operational Assessments 2 

Total for FY 2013 19 

Source: OIG analysis of FAA data 

A related unresolved issue is securing adequate radio frequencies for UAS 
operations. While some UAS-specific radio frequencies exist, it is uncertain how 
many are needed and whether there will be licensing, control and communications 
standards, and security vulnerabilities. FAA is currently working with industry to 
develop standards for UAS radio frequencies and to determine how these issues 
will be addressed.  
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FAA Has Not Achieved Consensus on Regulatory Standards Despite 
Several Years of Effort 
FAA has not established a regulatory framework for integrating UAS into the 
NAS. This includes defining minimum performance and design certification 
standards and issuing rules describing when and how UAS are authorized to 
operate in U.S. airspace. Instead, FAA currently allows UAS operations only on a 
case-by-case basis, either under COA9 procedures with restrictions, or Special 
Airworthiness Certificates in the experimental or restricted category. In both cases, 
the applicant submits a standardized application to FAA. FAA reviews each 
application to ensure that the prospective operator has mitigated safety risks to an 
acceptable degree. However, to move beyond case-by-case authorizations, FAA 
will need to establish standards and guidance in the following areas: 

• Performance Standards—FAA has not reached consensus among 
Government and industry stakeholders on minimum performance standards for 
UAS, despite working with a special RTCA10 advisory committee for over 
9 years. According to RTCA, this lack of progress is due to the unique 
challenges presented by UAS and the large project scope. To help accelerate 
this effort, in March 2013, RTCA formed a new UAS committee with a 
narrower focus. This new committee will focus on more detailed standards for 
detect and avoid capabilities and command and control links. In the near term, 
the focus will be on operations at higher altitudes, which are tailored for larger 
UAS currently operated by the military. 

• Certification Standards—FAA has not established standards necessary for 
designing, manufacturing, and certifying new UAS to operate in the NAS. 
Currently, FAA has no design standards for civil (private sector) UAS. As a 
result, FAA cannot certify any new UAS or provide guidance to UAS 
manufacturers regarding the design specifications required for certification. 

FAA has taken steps to begin certifying civil UAS by establishing “pathfinder” 
projects, through which FAA certificated the first two aircraft in July 2013. 
While authorizing the first commercial UAS operations was an important step, 
FAA’s pathfinder projects used an existing certification rule aimed at 
repurposing surplus military aircraft for civilian use, rather than addressing 
some of the novel aspects of UAS, which will be needed to certify UAS for 
widespread operations. FAA officials told us they are evaluating the lessons 

                                              
9 Certificate of Waiver or Authorization: Certificates which permit UAS operated by public agencies in the NAS, with 
restrictions.  
10 Organized in 1935 as the Radio Technical Commission for Aeronautics, RTCA, Inc., is a private, not-for-profit 
corporation that develops consensus-based recommendations regarding communications, navigation, surveillance, and 
air traffic management (CNS/ATM) system issues.  It functions as a Federal Advisory Committee. 
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learned from this process to develop standards for more widespread industry 
use.  

• Categorizing UAS—FAA currently separates UAS into only two classes—
those under 55 pounds and those 55 pounds and greater, which does not 
adequately account for the different performance characteristics across a wide 
range of UAS. In contrast, DoD has five distinct classes of UAS categorized by 
weight and other characteristics such as speed and altitude capabilities. DoD 
officials we spoke with said grouping UAS into classes is an important step in 
setting certification standards; the most stringent standards are reserved for the 
heaviest and most capable UAS. In March 2013, a UAS rulemaking committee 
of subject matter experts11 recommended that FAA apply weight distinctions 
that are currently established for manned aircraft. However, the committee did 
not reach consensus on the need for additional classifications. While the report 
recommended specific weight classifications, it also noted that further work 
was needed to determine what other criteria (e.g., performance and 
complexity) may be necessary for classifying unmanned aircraft in the future. 

In addition, FAA has not resolved many other critical issues related to regulatory 
requirements and standards, including UAS pilot and crew12 qualifications, ground 
control stations, and command and control reliability. Table 2 lists some of the 
areas where regulations, standards, and guidance are needed for UAS operations. 
Without such a regulatory framework, UAS will continue to operate with 
significant limitations in the NAS. 

                                              
11 The UAS Aviation Rulemaking Committee Terminology and Categorization Action Team was tasked with 
investigating and providing recommendations on the best way to classify civil UAS. 
12 Crew in addition to the pilot can include ground-based crew who assist the Pilot in Command (PIC) with determining 
UAS proximity to other aviation activities and assist the PIC with not operating beyond the visual line of sight limit. 
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Table 2. Examples of Aviation Safety Regulatory Development 
Needs for UAS  

Unmanned Aircraft Pilot and Crew Control Station Data Link 

• Policy 

• Certification 
Requirements 

• Technical Standards 

• Performance 
Standards 

• Airworthiness 
Standards 

• Procedures 

• Regulations/ 
Guidance 

• Measures of 
Performance 

• Maintenance 
Requirements 

• Policy 

• Certification 
Requirements 

• Operational 
Standards 

• Procedures 

• Regulations 

• Guidance 
Material 

• Training 
Requirements 

• Medical 
Standards 

• Policy 

• Certification 
Requirements  

• Technical 
Standards 

• Airworthiness 
Standards 

• Interoperability 
Requirements 

• Guidance Material 

• Maintenance 
Requirements 

• Means of 
Compliance 

• Policy 

• Certification 
Requirements  

• Technical Standards 

• Airworthiness 
Standards 

• Interoperability 
Requirements 

• Dedicated Aviation 
Radio Frequency 
Spectrum 

• Standardized Control 
Architectures 

• Link Security 
Requirements 

Source: OIG analysis of FAA data 

FAA Has Not Established Standardized UAS Procedures and Training 
for Air Traffic Controllers 
Currently, although FAA has authorized some UAS to operate in the NAS at select 
locations, such as along the Nation’s borders,13 the Agency has not developed the 
procedures, training, and tools for controllers to effectively manage UAS in the 
same airspace as other aircraft. Controllers told us they must segregate UAS from 
other traffic. For example, controllers at one air traffic control facility handling 
large UAS operations told us that they always moved manned aircraft away from 
UAS because they were not aware of the specifics of individual UAS missions and 
performance characteristics, such as differing airspeed capabilities and rates of 
climb.  

While FAA has provided interim guidance14 on air traffic policies and procedures, 
air traffic personnel expressed concerns about the lack of training and guidance in 
certain areas, such as how to handle a “lost link” event. In addition to our 
interviews, controllers at air traffic facilities nationwide have filed similar 
complaints about limited UAS guidance and training through its Air Traffic Safety 

                                              
13 The U.S. Customs and Border Protection, within the Department of Homeland Security, deploys UAS for border and 
port surveillance.  
14  FAA Order N JO 7210.846, Unmanned Aircraft Operations in the National Airspace System (NAS). 
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Action Program (ATSAP).15 Although FAA established a corrective action plan in 
January 2013 to address controllers’ concerns,16 along with rolling out an online 
UAS course in July 2013 to provide some preliminary training, the Agency does 
not expect to fully implement the corrective action plan until September 2015.  

The National Transportation Safety Board (NTSB) raised similar concerns several 
years ago following its investigation17 of a Customs and Border Protection UAS 
that crashed near a home in Arizona in 2006. Because of the lack of standardized 
air traffic procedures for UAS, NTSB recommended that FAA require periodic 
operational reviews between UAS operators and local ATC facilities to clearly 
define responsibilities and actions required for UAS operations. The NTSB 
recommendation is currently classified as “Open.” In August 2013, FAA provided 
NTSB with actions taken to address its recommendation, such as updates to 
internal guidance and plans to present UAS information to controllers at a safety 
forum. However, in November 2013, NTSB determined these actions were not 
sufficient to close the recommendation and asked FAA for additional information. 

Furthermore, FAA has not provided adequate automated tools for managing UAS 
traffic, largely because FAA’s air traffic control equipment was not developed 
with UAS operations in mind. For example, controllers told us that the En Route 
Automation Modernization (ERAM) system, a controller automation system for 
processing flight data for high altitude flights, cannot yet adequately manage UAS 
flight plans because they contain an unusually large amount of navigational data. 
This forces controllers to implement manual and time-consuming “work-arounds” 
for handing off UAS between facilities and airspace sectors.    

The challenges FAA faces in safely integrating UAS into the NAS were further 
illustrated in the results of a July 2012 study, which simulated UAS operations at 
small- to medium-sized airports.18 The study found that introducing only four 
unmanned aircraft into the simulated airspace system had significant impacts on 
safety, efficiency, and controller workload. For example, controllers did not fully 
understand the safety consequences (e.g., potential traffic conflicts) of lost link 
events. Further, lost link events increased controller workload, affected the 
manageability of the traffic in the airspace, resulted in increased numbers of 
aborted aircraft landings, and appeared to reduce controllers’ situational 
awareness. The study concluded that multiple, simultaneous UAS operations in the 
small- to medium-sized airport environment were not yet feasible. FAA plans to 

                                              
15 The Air Traffic Safety Action Program is a voluntary safety reporting program for air traffic personnel that enable 
them to report air traffic safety events and retain confidentiality. 
16 FAA Corrective Action Request, January 9, 2013. 
17 NTSB Safety Recommendation A-07-67.  Letter to FAA dated October 24, 2007. 
18 FAA, “Multi-UAS Operational Assessment: Class D Airspace Simulation Report,” July 2012. According to an FAA 
official, the purpose of the study was to intentionally stress the system to determine whether the Agency needs to 
develop new policies or perform further research. The study was conducted at the William J. Hughes Technical Center. 
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conduct additional simulations assessing the impact of UAS on more complex and 
active airspace. 

FAA also has to carry out safety assessments for any change to the NAS that could 
affect safety, including UAS. To complete these assessments, FAA plans to 
complete Safety Risk Management Documents19 for all classes of NAS airspace, 
which will identify the corresponding risks of UAS operations in that airspace. As 
of March 2014, FAA had completed only 2 of 12 planned safety risk assessments.     

FAA Has Not Developed an Adequate Framework for Sharing and 
Analyzing UAS Safety Data 
FAA’s efforts to integrate UAS are further limited because the Agency has not 
obtained comprehensive data on UAS operations. Because integrating UAS into 
the NAS is in the early stages, any and all data regarding the safety of UAS 
operations are paramount to understanding and mitigating hazards that may 
arise.20 FAA routinely collects safety data from current public use UAS operators 
as required by the agreements with each operator. However, the Agency does not 
know whether it is receiving a sufficient amount of data from UAS operators 
because it has not established a process to ensure that operators report all incidents 
as required.  

In addition, FAA has not reached agreement with DoD on exchanging the most 
useful data. For example, FAA’s Office of Accident Investigation and Prevention 
receives annual UAS mishap data from DoD under a Memorandum of Agreement. 
However, FAA’s UAS integration staff told us they do not find these data useful 
because they lack detail. Although DoD has a wealth of other operational data, 
such as airworthiness data, FAA has been unable to obtain the data, despite 
requesting it nearly 2 years ago. DoD has been reluctant to provide some data to 
FAA due to concerns regarding the release of sensitive information and 
uncertainty over who would bear the cost of retrieving the information. FAA has 
now formed a data-sharing team with DoD representatives to resolve this issue. In 
June 2013, FAA began a series of meetings with DoD representatives to discuss 
obtaining pertinent DoD operational data, such as pilot training standards and air 
traffic control lessons learned.   

In addition, recognizing that the Agency needs a better data management strategy, 
FAA tasked MITRE21 to develop a system to collect and better analyze UAS 

                                              
19 Safety Risk Management Documents are formal documentation of a completed Safety Risk Management process. 
20 In manned aircraft operations, tracking and analyzing operational failures and malfunctions of aircraft or ground 
systems has provided valuable insight into and has improved the effectiveness of both design and operational safety 
controls; it also has aided in root-cause investigations. 
21 MITRE Corporation manages a Federally Funded Research and Development Center (FFRDC) for the FAA known 
as the Center for Advanced Aviation System Development (CAASD). CAASD is a unique organization that assists 
FAA with scientific research and analysis. 
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safety data. According to FAA, it expects MITRE to complete this initiative in 
September 2015.  

Organizational Barriers Impede FAA’s Progress in Integrating and 
Overseeing UAS Operations in the NAS 
Integrating UAS operations into the NAS presents significant organizational and 
management challenges, in part because many stakeholders, both internal and 
external, must collaborate to bring about UAS integration, as shown in table 3. 

Table 3. Key UAS Stakeholders 

Internal Stakeholders External Stakeholders 

Flight Standards (AFS) RTCA 

Air Traffic Organization (ATO) Industry 

Aircraft Certification (Design and Manufacturing) Other Government Agencies 

NextGen Organization MITRE 

William J. Hughes Technical Center Academia 

Joint Planning Development Office (JPDO) International Civil Aviation Organization (ICAO) 

Source: OIG analysis of FAA data 

In March 2012, due to the increasing demands for expanded UAS integration, 
FAA appointed a new senior executive position to head a new UAS office—the 
UAS Integration Office within its Flight Standards division. This office 
consolidates Aviation Safety and Air Traffic Organization (ATO) personnel with 
UAS expertise into a single organization. However, while ATO personnel were 
assigned and actively working in the office, it took well over a year to complete 
the internal agreement necessary to establish roles and responsibilities between 
ATO and the UAS Integration Office and to establish administrative authority 
with the senior executive in charge. In addition, the office is not yet fully staffed—
it has lost 6 people since November 2012 and has identified the need for an 
additional 20 positions. 

Assuming these issues are resolved, the UAS Integration Office will still need to 
interface with personnel in ATO who must develop airspace policy that considers 
the operational needs of both manned and unmanned aircraft. Beyond the ATO, 
the office will also have to reach out across other FAA lines of business and 
offices, such as Aircraft Certification and Next Generation Air Transportation 
System (NextGen) organizations.  
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Questions remain regarding the placement, authority, and structure of the new 
UAS Integration Office, which is currently located within FAA’s Office of 
Aviation Safety (AVS). Government and industry stakeholders expressed concerns 
about the Office’s ability to coordinate and align resources and to make decisions 
within its current structure. These actions will become more important as the 
integration of UAS advances, and as FAA moves from planning to 
implementation. A UAS rulemaking working group22 recently recommended that 
the UAS Integration Office be placed at a higher level within FAA in order to 
have the necessary authority and access to other FAA lines of business and offices.  

Another unresolved organizational issue relates to managing UAS oversight, 
particularly for regional UAS safety inspectors. These inspectors receive work 
assignments from the UAS Integration Office, but report to the Regional Flight 
Standards Division Managers, resulting in competing priorities for the same 
resources. In addition, regions are inconsistent regarding how they review and 
process COA applications. For example, one region has developed its own tools to 
better depict airspace and expedite the approval process. Although FAA officials 
stated that at least one other office is using a similar tool now, none of the other 
regions we reviewed use this tool.  

Further, regional UAS safety inspectors do not conduct onsite inspections of UAS 
operations for various reasons, such as resource constraints and unclear guidance 
regarding oversight authority. While FAA issued guidance in January 2013 that 
provides necessary policies for evaluating proposed UAS operations and describes 
the details a COA applicant should have in place, the guidance does not clearly 
detail what actions an inspector should take in overseeing a UAS operator. 

FAA DEVELOPED A ROADMAP FOR UAS INTEGRATION BUT IS 
STILL BEHIND IN MEETING STATUTORY PROVISIONS  
In the FAA Modernization and Reform Act of 2012, Congress established multiple 
provisions for integrating UAS and set a deadline of September 30, 2015, for UAS 
integration. FAA recently reached an important milestone by issuing its UAS 
Roadmap—a guide outlining FAA’s plans for integrating UAS into the NAS over 
a 5-year period. However, the Agency is behind schedule on most of the act’s 
UAS provisions, and the magnitude of unresolved safety and privacy issues will 
prevent FAA from meeting Congress’ September 2015 deadline for UAS 
integration.  

                                              
22 This group, known as the Implementation Plan Working Group (IPWG), consists of subject matter experts from the 
UAS Aviation Rulemaking Committee. The IPWG Civil UAS Integration Plan, May 2013, details implementation 
steps for FAA’s Civil UAS Integration Roadmap. 
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Overall, the act cited a total of 17 UAS-related provisions with corresponding 
deadlines. See exhibit C for details on FAA’s progress on all 17 provisions. The 
established deadlines for 9 of these 17 provisions have already passed. While FAA 
has now met these nine provisions, much work remains to fully implement the 
initiatives. For example: 

• UAS Test Sites—FAA reviewed proposals from 25 applicants in 24 States, 
and announced the selection of 6 test sites in December 2013. However, FAA 
has not developed goals for what it intends to accomplish with the test sites 
once they are established. According to FAA, the Agency cannot direct the 
research activities of the six test sites and specify outcomes because there is no 
Federal funding. Moreover, FAA was late meeting a related milestone—to 
have at least one test range operational by February 2013. Due to the delays in 
selecting test sites and evaluating applicants, the first range did not become 
operational until April 2014. 

• UAS Roadmap—FAA issued its UAS Roadmap in November 2013—an 
important step toward UAS integration. However, while the Roadmap contains 
goals, metrics, and target dates, it lacks the detail or authority of a formal 
implementation plan, and FAA states that the dates are “targets” rather than 
“commitments.” FAA plans to update these details as the Agency learns more 
from ongoing UAS operations and research.  

• Comprehensive plan—The act called for a comprehensive UAS plan to be 
submitted to Congress by February 2013 that sets the overarching, interagency 
goals, objectives, and approach for integrating UAS into the NAS. The Joint 
Planning and Development Office (JPDO)23 issued a UAS comprehensive plan 
in November 2013, 9 months behind schedule. According to JPDO 
management, these delays were due to difficulties coordinating FAA internal 
documents with other JPDO member agencies.24

  

• Simplified COA process—FAA has changed the COA process to an online 
application system and established goals for reduced approval times, which, 
according to FAA, has shortened the process from over 200 days to as little as 
60 days. FAA also signed a memorandum of understanding with the 
Department of Justice on March 4, 2013, which streamlined the process for 

                                              
23 JPDO was created to manage the partnerships that will implement the NextGen transportation system. NextGen 
includes satellite navigation and control of aircraft, advanced digital communications, and enhanced connectivity 
between all components of the national air transportation system. JPDO stakeholders include private industry, 
academia, and governmental departments and agencies.   
24 JPDO member agencies are: White House Office of Science and Technology, Department of Defense, Department of 
Commerce /National Oceanic and Atmospheric Administration, Department of Homeland Security, National 
Aeronautics and Space Administration, Federal Aviation Administration, Office of the Director of National 
Intelligence. 
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State and local law enforcement agencies to operate UAS legally and safely.25 
However, work remains to develop agreements with other agencies.  

• Arctic plan—The act also called for FAA to develop a plan to designate 
permanent areas in the Arctic where small UAS could conduct 24-hour 
operations for research and commercial purposes. FAA published its plan in 
November 2012.26 However, there are a number of policies, procedures, and 
details yet to be specified before flights can become widespread, such as 
establishing a “coordinating body” to manage traffic in the Arctic operational 
areas. 

Of the eight remaining provisions with future deadlines, FAA has experienced 
delays. Most notably:  

• Issue a final rule on “Small UAS” by August 2014—FAA officials told us 
that they will not meet the act’s August 2014 deadline for issuing a rule to 
establish operating and performance criteria for small UAS operated within the 
line-of-sight of a pilot or ground observer below 400 feet. In June 2011, FAA 
planned to issue a Notice of Proposed Rulemaking, which is required in 
advance of a final rule. However, the Agency has not yet done so, nearly 
3 years later. FAA officials indicated that privacy concerns have been the 
primary contributor to this recent delay. In the fiscal year 2014 Omnibus 
Appropriations Act,27 Congress directed FAA to conduct a study of the impact 
of UAS integration on individual privacy and submit a report on its findings. 
 

• Safely integrate civil UAS into the NAS by September 2015—The act 
directs FAA to ensure the “safe integration of civil UAS into the NAS” by 
September 2015. FAA officials told us that by 2015 they expect to issue their 
rule for small UAS, approve a ground-based detect and avoid system, and have 
operational test ranges. However, these actions do not represent full, safe 
integration. FAA has not prioritized what needs to be done to achieve 
integration or established metrics to evaluate its progress. As a result, it 
remains unclear when FAA will achieve safe and full integration of UAS in 
U.S. airspace. 

                                              
25 The standard COA process was not meeting the needs of law enforcement, which tend to operate their UAS more 
spontaneously than other UAS users. 
26 FAA, “Expanding Use of Small Unmanned Aircraft Systems in the Arctic Implementation Plan,” November 11, 
2012. 
27 Pub.L. No. 92-313 (2014). 
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CONCLUSION 
FAA’s primary mission remains ensuring the safety of the NAS. As such, the FAA 
Modernization and Reform Act’s goal of integrating unmanned aircraft into the 
NAS by 2015 presents unique and complex safety challenges for the Agency. Now 
is the time, while UAS operations are currently still limited, for FAA to build 
critical knowledge by collecting and analyzing UAS safety data and better 
managing its oversight through the UAS integration office. However, as the 
number of UAS operating in domestic airspace increases, safety risks will persist 
until FAA establishes performance, air traffic control, and certification standards 
to regulate UAS use. Until FAA is successful in establishing these standards and 
adhering to a comprehensive integration plan with other public and private 
stakeholders, it will remain unclear when, and if, FAA can meet its goals to safely 
integrate UAS. 

RECOMMENDATIONS 
To enhance the effectiveness of FAA’s efforts to safely integrate UAS into the 
NAS, we recommend that FAA: 

1. Publish a report annually detailing ongoing research activities and progress 
FAA and other entities are making in their respective areas of responsibility to 
resolve technical challenges to safe integration of UAS. 

2. Establish milestones for the work needed to determine the appropriate 
classification system for unmanned aircraft as a basis for developing the UAS 
regulatory framework.  

3. Establish a timeline for developing standardized training and procedures for air 
traffic controllers responsible for UAS operations. 

4. Assess and determine the requirements for automated tools to assist air traffic 
controllers in managing UAS operations in the NAS.  

5. Create a standardized framework for data sharing and analysis between FAA 
and UAS operators by: 

a. validating a sample of the data it currently receives from UAS operators; 

b. finalizing an agreement with DoD for pertinent UAS operational data; and  

c. completing development of a sharing and analysis database. 



 17 

6. Develop and implement a consistent process to review and approve COAs 
across FAA regions, adopt measures that increase process efficiency and 
oversight, and provide necessary guidance and training to inspectors. 

7. Complete airspace simulation and safety studies of the impact of UAS 
operations on air traffic control across all segments of the NAS. 

8. Develop a mechanism to verify that the UAS Integration Office, all FAA lines 
of business, and field safety inspectors are effectively coordinating their UAS 
efforts.  

9. Determine the specific types of data and information needed from each of the 
six planned test ranges to facilitate safe integration of UAS into the NAS. 

10. Establish a more detailed implementation plan with milestones and prioritized 
actions needed to advance UAS integration in the near, mid, and long term. 

11. Establish metrics to define progress in meeting implementation milestones as a 
basis for reporting to Congress. 

AGENCY COMMENTS AND OFFICE OF INSPECTOR GENERAL 
RESPONSE   
We provided our draft report to FAA on May 7, 2014, and received its response on 
June 12, 2014, which is included in its entirety as an appendix. FAA concurred 
with all 11 recommendations. FAA proposed appropriate actions and completion 
dates for recommendations 2, 3, 4, 6, 7, and 10, and we consider them resolved but 
open pending completion of the planned actions. We are requesting FAA expand 
its actions for recommendation 1 and provide additional information for 
recommendations 5, 8, 9, and 11 as detailed below. 

For recommendation 1, FAA agreed to publish a report by November 30, 2014, 
detailing ongoing research activities and progress FAA and other entities are 
making to resolve UAS technical challenges. However, the Agency plans to only 
publish it internally. We request that FAA consider making the information 
publically available, such as publishing it on the Agency’s public Web site to 
provide transparency and ensure that all stakeholders, such as DoD and NASA, 
have access to the information. 

For recommendation 5, FAA requested that we close subparts 5a and 5b, stating 
that the Agency has validated DoD mishap data and reached data sharing 
agreements with DoD. However, for 5a, FAA did not include its planned actions 
for validating a sample of the data received by the UAS Integration Office through 
COA agreements, as we recommended. For 5b, we recognize that FAA has 
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agreements to receive some data from DoD. However, as we noted in our report, 
FAA officials told us these data are not yet useful because they lack detail. Our 
intent was for FAA to finalize an agreement with DoD to collect additional data, 
such as airworthiness and pilot training data. FAA and DoD have been discussing 
arrangements to obtain these data since June 2013. Therefore, we request that 
FAA provide additional information on how and when it plans to finalize an 
agreement with DoD to collect the remaining data it needs. 

FAA requested that we close recommendation 8, stating that the Agency plans to 
add agenda items to executive-led UAS meetings and weekly staff meetings to 
solicit feedback on the effectiveness of coordination. While this action may meet 
the intent of our recommendation, FAA did not provide sufficient information to 
close it. Therefore, we request additional information on FAA’s process for 
validating that its proposed actions address our recommendations and a target date 
for when this action will be completed. 

For recommendation 9, FAA stated that the Agency is working with each test site 
to understand planned research activities. Additionally, FAA stated that if the 
research is applicable and available, the Agency will determine what data should 
be collected and request results of studies and relevant data from the test sites. 
FAA stated this would be an ongoing activity and the results would be available 
by December 31, 2017. However, our recommendation was specifically aimed at 
encouraging FAA to determine the data it needs early in the process so it can more 
effectively use the test sites to identify and reduce UAS integration risks. 
Therefore, we request the Agency provide information on actions it will take to 
more timely identify the specific types of data and information needed from each 
of the six test sites, as we recommended.   

FAA requested that we close recommendation 11, stating that beginning in 2014, 
annual updates to the UAS Roadmap will include adjustments to goals, metrics, 
and target dates. However, it is not possible to assess whether FAA’s planned 
actions meet the intent of our recommendation until FAA publishes the next 
update of the UAS Roadmap. Therefore, we request that the Agency provide us 
with documentation that this action has been implemented. In addition, FAA did 
not provide a specific target date for when this action will be completed.  

ACTIONS REQUIRED    
FAA provided appropriate planned actions and completion dates for 
recommendations, 2, 3, 4, 6, 7, and 10, and we consider these recommendations 
resolved but open pending completion of the planned actions. We are requesting 
FAA to expand its planned actions in response to recommendation 1 and provide 
additional information for recommendations 5, 8, 9, and 11, as detailed above. In 
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accordance with DOT Order 8000.1C, please provide this information within 30 
days of this report. Until we receive this additional information, we consider these 
recommendations open and unresolved. 

We appreciate the courtesies and cooperation of FAA representatives during this 
audit. If you have any questions concerning this report, please call me at (202) 
366-0500 or Robin P. Koch, Program Director, at (404) 562-3770. 

# 

cc:   DOT Audit Liaison, M-1  
       FAA Audit Liaison, AAE-100 
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Exhibit A. Scope and Methodology 

EXHIBIT A. SCOPE AND METHODOLOGY 
We conducted this audit between October 2012 and April 2014 in accordance with 
generally accepted Government auditing standards. Those standards require that 
we plan and perform the audit to obtain sufficient, appropriate evidence to provide 
a reasonable basis for our findings and conclusions based on our audit objectives. 
Our audit objectives were to assess: (1) FAA’s efforts to mitigate safety risks for 
integrating UAS into the NAS, and (2) FAA’s progress and challenges in meeting 
the UAS requirements cited in the act. 
 
To obtain information about FAA’s efforts to mitigate safety risks as it seeks to 
integrate UAS into the NAS and to determine the status of FAA’s UAS-related 
milestones in the FAA Modernization and Reform Act of 2012, we met with FAA 
UAS Integration Office officials, including the office manager as well as program 
managers for UAS safety, airworthiness, data management, and operational 
initiatives. We collected data from the UAS Integration Office to verify fulfillment 
of UAS milestones as mandated by the act. We examined documentation verifying 
all UAS integration projects as well as planning documents that outline FAA’s 
plans to integrate UAS safely into the NAS, including drafts of the UAS Roadmap 
and Concept of Operations. We also visited the William J. Hughes Technical 
Center to obtain information on FAA’s UAS research.  
 
We interviewed FAA aviation safety inspectors assigned with UAS oversight 
duties in four of seven randomly selected FAA regions to discern their UAS 
responsibilities, their interactions with COAs, and their supervisory structure. We 
also interviewed FAA air traffic controllers and management in three FAA ATC 
centers that routinely handle UAS operations to determine the amount of UAS 
they work and the challenges UAS pose to their regular air traffic procedures. We 
reviewed COA applications, data requirements, and review processes along with 
FAA interim guidance on UAS operational approval and air traffic control policies 
and procedures. We also examined prior reports and studies, conducted by FAA 
and other organizations, on the unique challenges posed by UAS and the existing 
impediments to their safe integration into congested airspace. 
 
We met with representatives from other Federal agencies and offices involved in 
UAS integration, including DoD, NASA, and NTSB, and analyzed documentation 
of their UAS-related work and research. We also met with JPDO officials 
regarding their efforts at creating the Comprehensive Plan, and with officials from 
RTCA to discuss UAS standards development. We analyzed drafts of the 
Comprehensive Plan and RTCA’s Terms of Reference. We met with non-
government UAS stakeholders, including representatives from INSITU and 
AeroVironment, to gather information about their work to certify UAS through 
FAA’s Pathfinder initiative and reviewed their project plans and type certificates. 
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Exhibit A. Scope and Methodology 

We interviewed representatives from MITRE and the Massachusetts Institute of 
Technology to obtain information on UAS research projects and their coordination 
with FAA. We spoke with officials at New Mexico State University to obtain 
information on their UAS test site and the challenges they faced as a test site 
operator in the NAS. We also spoke with representatives of the Association for 
Unmanned Vehicle Systems International and the National Air Traffic Controllers 
Association to obtain their views on FAA’s UAS integration efforts. 

The scope of work on internal controls was limited to gaining an understanding of 
the status of FAA’s efforts to mitigate safety risks to integrating UAS into the 
NAS, their progress in meeting UAS requirements in the FAA Modernization and 
Reform Act of 2012, and FAA’s process for approving COAs. No deficiencies in 
internal controls were found during our examination. 
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Exhibit B. Organizations Visited or Contacted 

EXHIBIT B. ORGANIZATIONS VISITED OR CONTACTED 
Federal Aviation Administration 
 
Headquarters 
FAA Headquarters       Washington, DC 
Unmanned Aircraft Systems Integration Office   Washington, DC 
FAA Airspace Service      Washington, DC 
Joint Planning and Development Office    Washington, DC 
 
FAA Technical Center 
FAA William J. Hughes Technical Center   Atlantic City, NJ 
 
Air Traffic Organization 
Albuquerque Air Route Traffic Control Center   Albuquerque, NM 
Los Angeles Air Route Traffic Control Center   Palmdale, CA 
Minneapolis Air Route Traffic Control Center   Farmington, MN 
Eastern Service Center      College Park, GA 
 
Flight Standards Service 
Central Region       Kansas City, MO 
Southern Region       College Park, GA 
Western Pacific Region      Lawndale, CA 
Northwest Mountain Region     Renton, WA 
 
Other Organizations 
 
National Air Traffic Controllers Association   Washington, DC 
United States Air Force      Washington, DC 
RTCA         Washington, DC 
Association For Unmanned Vehicle Systems International Arlington, VA 
New Mexico State University     Las Cruces, NM 
MITRE          McLean, VA 
National Transportation Safety Board    Washington, DC 
National Aeronautics and Space Administration   Edwards, CA 
AeroVironment, Inc.      Simi Valley, CA 
Insitu, Inc.        Bingen, WA 
Massachusetts Institute of Technology    Cambridge, MA
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Exhibit C. Status of FAA’s Implementation of HR 658 UAS Milestones (as of 
January 2014) 

EXHIBIT C.  STATUS OF FAA’S IMPLEMENTATION OF HR 658 
UAS MILESTONES (AS OF JANUARY 2014) 
 

Section  Description  Deadline  Progress Status  

334c Establish agreements to 
simplify process for issuing 
COAs for public UAS in the 
NAS. 

5/14/2012  
 

 

 

 

 

 

 

 

 

Met — FAA made changes to the COA 
process to shorten the timeframes needed 
for approval.  
 
Implemented Late – FAA completed a 
streamlined COA process via MOUs with 
DoD, NASA, and DOJ in March 2013.  

332c(1) Establish program for 
integrating UAS into the 
NAS at six test ranges. 

8/12/2012 Implemented Late – On December 30, 2013, 
FAA announced the test-site applicants 
chosen for the six test ranges. 

332d Develop plan to designate 
permanent areas in the 
Arctic where small UAS 
may operate 24 hours/day 
for research and 
commercial purposes. 

8/12/2012 Implemented Late – FAA’s Arctic Plan was 
signed on November 1, 2012, and was made 
available to the public on FAA’s Web site on 
December 6, 2012. 

333 Determine if certain UAS 
may operate safely in the 
NAS before completion of 
the comprehensive plan 
and rulemaking. 

8/12/2012  Implemented Late – FAA issued type 
certificates (using the 21.25 restricted 
category certification) to ScanEagle and 
Puma UAS to operate in the Arctic in July 
2013, stipulating that certain UAS could 
operate in restricted areas of the NAS prior 
to the issuance of the comprehensive plan.  

332a(1) Develop a comprehensive 
plan to safely accelerate the 
integration of UAS into the 
NAS. 

11/10/2012  Implemented Late – JPDO was assigned to 
develop the comprehensive plan. However, 
the document had to undergo substantial 
revisions during an interagency review 
process. 

334a Issue guidance regarding 
the operation of public-use 
UAS including expediting 
the UAS approval process. 

11/10/2012   Implemented Late – On January 22, 2013, 
the FAA issued notice N8900.207, which 
provides policies necessary for reviewing 
and evaluating the safety and interoperability 
of proposed UAS flight operations in the 
NAS, and outlines best practices and 
procedures that FAA has used in prior UAS 
approvals. 

332a(4) Submit copy of 
comprehensive plan to 
Congress. 

2/14/2013 Implemented Late – After an extended 
executive coordination and interagency 
review process, FAA submitted the plan on 
November 6, 2013. 

  

 -  Provision Implemented and Statutory Deadline Met  

 -  Provision Implemented but Missed Statutory Deadline 

 -  Provision Not Implemented and Statutory Deadline Missed 

-  Deadline in Future 
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Exhibit C. Status of FAA’s Implementation of HR 658 UAS Milestones (as of 
January 2014) 

  
Section  Description  Deadline  Progress Status  

332c(4) Make operational at least 
one project at a test range. 

2/14/2013  
 

 

 

 

 

 

 

 

 

 

Implemented Late – FAA announced the 
six test sites in December 2013. The first 
test site became operational in April 2014. 

332a(5) Develop and make publically 
available 5-year roadmap for 
the introduction of UAS into 
the NAS. 

2/14/2013  Implemented Late – OMB required FAA to 
make substantial revisions to its Roadmap, 
and the document underwent a Legislative 
Referral Memorandum process. FAA 
published the Roadmap on 
November 7, 2013. 

332b(3)  Issue an update to the 
Administration’s policy 
statement on UAS.  

8/14/2014 Deadline in future. 

332b(1) Issue the Final Rule on small 
UAS.  

8/14/2014 Deadline in future. FAA officials stated that 
the Agency will be unable to meet this 
deadline. 

332b(2) Issue a NPRM to implement 
recommendations of the 
comprehensive plan. 

8/14/2014 
 

 Deadline in future. 

332a(3) The safe integration of civil 
UAS into the NAS. 

9/30/2015 Deadline in future. FAA officials stated that, 
by this date, they plan to have the test sites 
operational, issue the small UAS rule, and 
approve a ground-based detect-and-avoid 
system available for certain UAS. 

332b(2) Issue final rule on integration 
of all UAS into the NAS. 

12/14/2015 Deadline in future. 

334b Develop and implement 
operational and certification 
requirements for the 
operation of public UAS in 
the NAS. 

12/31/2015 Deadline in future. 

332c(1) Termination of program for 
integrating UAS into the NAS 
at six test ranges. 

2/14/2017 Deadline in future. 

332c(5) Submit report of findings and 
conclusions concerning 
projects from six test ranges. 

5/15/2017 Deadline in future. 

 
 -  Provision Implemented and Statutory Deadline Met  

 -  Provision Implemented but Missed Statutory Deadline 

 -  Provision Not Implemented and Statutory Deadline Missed 

-  Deadline in Future 
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Federal Aviation 
Administration 

Memorandum 
Date: June 12, 2014  

To:  Matthew E. Hampton, Assistant Inspector General for Aviation   

From:   H. Clayton Foushee, Director, Office of Audit and Evaluation, AAE-1 

Subject:   Federal Aviation Administration’s (FAA) Response to Office of Inspector 
General (OIG) Draft Report: Integration of Unmanned Aircraft Systems (UAS) 
into the National Airspace System (NAS) 

 
 
Since its inception in 2013, the UAS Integration Office (AFS-80) has been responsible for the 
oversight of all Agency UAS activities.  Tasked with fulfilling the mandates set forth in the 
FAA Modernization and Reform Act of 2012 (the Act), the office has accomplished many 
goals, despite facing the numerous challenges that come with an entirely new undertaking.  In 
2013 – 2014, the FAA established six UAS test sites, published the “Integration of Civil 
Unmanned Aircraft Systems (UAS) in the National Airspace System (NAS) Roadmap”, 
published the “Unmanned Aircraft Systems (UAS) Comprehensive Plan”, simplified the 
Certificate of Waiver or Authorization (COA) process, and published the “Expanding Use of 
Small Unmanned Aircraft Systems in the Arctic Implementation Plan.”   
 
The Small UAS Rule is one of the FAA Administrator’s top priorities, and the Notice of 
Proposed Rulemaking is expected to be published later this year.  Rulemaking is very complex, 
and the FAA wants to ensure that the Agency strikes the right balance of requirements for 
small UAS to help foster growth in this emerging industry.  Finally, it is important to note that 
the Act requires safe – not full – integration of UAS into the NAS by September 2015.  
Integrating UAS into the complicated U.S. airspace requires an incremental approach, and one 
that will allow the NAS processes currently in place, as well as those under development, to 
effectively ensure safety both in the air and on the ground. 
 
AFS-80 continues to work on a number of issues which require resolution in order for safe 
integration to occur.  First, work is being done in conjunction with the Department of Defense 
(DoD), the National Aeronautics and Space Administration (NASA), and the MITRE 
Corporation (MITRE) on Detect and Avoid systems and the establishment of performance and 
certification standards.  Processes regarding the collection of safety data continue to improve 
and will evolve as the six test sites provide additional data collected during their operations.  
Safety risk management documents are being developed regarding all classes of airspace and 
will aid in the understanding and mitigation of potential hazards that may arise as integration 
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continues.  Additionally, work is underway to develop training programs and procedures for air 
traffic controllers, and the COA process continues to be streamlined.  It is anticipated that 
limited commercial UAS operations will be authorized in advance of the Small UAS Rule, 
using provisions granted within Section 333 of the Act as a basis for authorization. 
 
Our mission is the safe, efficient, and timely integration of UAS into the NAS.  Though there 
have been delays in the completion of tasks mandated in the Act, many accomplishments have 
occurred.  Safely integrating UAS into the NAS is a huge undertaking, and despite a number of 
challenges, including the identification of staff and other resources, as well as the impact of 
furloughs during the government shutdown, significant progress has been made in UAS 
integration. 
 
Recommendations and Responses 
 
Recommendation 1: Publish a report annually detailing ongoing research activities and progress 
FAA and other entities are making in their respective areas of responsibility to resolve technical 
challenges to safe integration of UAS. 
 
Response:  Concur.  AFS-80 is developing a detailed inventory of past and ongoing research 
activities, leveraging the Joint Planning and Development Office’s (JPDO)1 research inventory 
and feedback from other government partners.  The inventory will include the relevant UAS 
integration research of DoD, NASA, and other government and industry partners.  This inventory 
will be updated by the FAA and its research partners as changes to the research occur.  
 
AFS-80 is also a member of the DoD’s Science and Research Panel (SARP), and is collaborating 
with NASA and DoD through this panel to prioritize key research tasks.  These priorities will be 
updated as needed after each SARP meeting and documented in the detailed research inventory 
outlined above.  Research progress will be summarized in this inventory, in addition to being 
documented in research reports and other artifacts.  The initial research inventory will be 
available on the AFS-80 internal SharePoint site by November 30, 2014.  This will enable 
effective sharing and collaboration from all research partners and AFS-80 will make this 
information available to the OIG.  
 
Recommendation 2: Establish milestones for the work needed to determine the appropriate 
classification system for unmanned aircraft as a basis for developing the UAS regulatory 
framework. 
 
Response:  Concur.  It is envisioned that UAS classification for the purposes of design and 
airworthiness approvals will be approached in two phases.  The first phase would be to develop 
the comprehensive type and airworthiness certification approach into groups of UAS based on 
the pre-existing diversity and variation within the UAS operational community, likely 
differentiated by the operational risk of introducing them into the NAS.  The second phase would 
add appropriate classification within the type and airworthiness certification framework in order 
to categorize like-featured systems (e.g., complex, non-complex, airplane, rotorcraft) and 
                                              
1  Congress eliminated funding for JPDO earlier this year. It has been replaced by the ‘Interagency Planning Office’ within the 

Next Generation Air Transportation System (NextGen) Office. 
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establish certification criteria in each of those UAS categories to maximize the effectiveness of 
FAA certification resources. 
 
The formal establishment of these milestones and the tasks associated with implementing them 
require acceptance from organizational stakeholders involved in type design and airworthiness 
approval processes within the FAA in addition to the international community.  This will provide 
confidence that the classification criteria are broadly accepted conceptually, prior to formalizing 
program plans and milestones associated with developing the technical underpinnings of the 
concepts into processes, policies, guidance and regulations.  This will also provide recognition of 
those regulatory artifacts supporting international access to UAS.  AFS-80 anticipates 
completion of Phase 1 by September 30, 2015 and Phase 2 by September 30, 2016. 
 
Recommendation 3: Establish a timeline for developing standardized training and procedures 
for air traffic controllers responsible for UAS operations. 
 
Response:  Concur.  Establishment of a timeline is already underway and is scheduled for 
completion by October 30, 2014.  AFS-80 is working closely with the offices of primary 
responsibility (OPR), Air Traffic Organization’s (ATO) Safety and Technical Training (AJI), 
and the Air Traffic Procedures Directorate, to establish a timeline to support this effort.  To date, 
there have been two e-Learning Management System (eLMS) courses created (in 2009 and 
2013) that have provided training for UAS operating characteristics and terminology for the 
controller workforce.  Research is also underway at the FAA’s William J. Hughes Technical 
Center to address UAS contingency operating procedures in the NAS (e.g., lost link).  This 
research will inform decision-makers on the correct direction and areas of emphasis for UAS 
procedural development and implementation.  Additionally, the FAA is working with the DoD 
(USNORTHCOM research initiative) in formulating potential UAS procedures for specific DoD 
airframes. 
 
Recommendation 4: Assess and determine the requirements for automated tools to assist air 
traffic controllers in managing UAS operations in the NAS. 
 
Response:  Concur.  This work is already underway and is scheduled for completion by October 
31, 2015.  AFS-80 is working with the OPR, the ATO’s Operational Concepts, Validation and 
Requirements Directorate, to identify operational requirements, which include automation tools, 
to assist the controller in providing a service.  To date, successful deployment of specific UAS 
information has been accomplished and is now available to controllers through the En Route 
Information Display System.  Additional requirements are being identified through concept 
validation work based on FAA’s UAS Concept of Operations. 
 
Recommendation 5: Create a standardized framework for data sharing and analysis between 
FAA and UAS operations by:  

a. Validating a sample of the data it currently receives from UAS operators; 

b. Finalizing an agreement with DoD for pertinent UAS operational data; and 

c. Completing development of a sharing and analysis database. 
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Response a:  Concur.  The Office of Accident Investigation and Prevention (AVP) receives 
annual UAS mishap data from DoD under the Memorandum of Agreement (MOA) for the 
Sharing of Mishap Information.  AVP completed validation of the data in a standardized 
framework for sharing and analysis on September 14, 2012.  AVP can leverage this framework 
for completion of the development of a sharing and analysis database within 60 days of 
completion of recommendation 5c.  The FAA requests that recommendation 5a be closed.   
 
Response b:  Concur.  DoD has agreed to provide pertinent data via two separate but 
complimentary reporting processes.  The primary process used for data reporting and collection 
is via the COA.  The COA issued by the FAA to DoD proponents in order to accommodate their 
operations in the NAS include clearly defined and detailed operational, incident, and accident 
reporting data elements.  The data reporting requirements contained in the COA represents a 
finalized agreement to report pertinent safety-related data.  DoD has been reporting this 
information since 2010.  Should the requirements for data as required by the COA process 
change, FAA will coordinate the changes through established processes with the UAS Executive 
Committee and/or DoD’s Policy Board on Federal Aviation.  Additionally, the DoD Safety 
Centers provide mishap data to AVP as required by the FAA-DoD MOA for the Sharing of 
Mishap Information.  As identified in Response 5a, AVP has validated the data received as a 
result of the agreement; thus, the FAA request that recommendation 5b be closed.   
 
Response c:  Concur.  AFS-80 is developing a fully integrated data sharing and analysis system 
that provides data acquisition and querying functions; thereby providing the foundation for in-
depth root cause analysis of accident/incident data, improved COA tracking process and quality 
of safety data, and enhanced mitigation strategies in support of AFS-80’s Safety Management 
System Integration Plan.  Currently, the transmission of data is provided by public operators 
through COA Online, an automated web-based process.  Proponents populate the pre-determined 
formatted report templates and then transmit the report electronically via e-mail.  Once the data 
is received from the proponents, AFS-80 personnel manually enter it into a secure Access 
database where it is stored for future analysis.  The database gives AFS-80 the capability to track 
specific operational and safety data, run queries based on selected criteria, and create reports.  
This methodology was chosen as an interim process while AFS-80 works with MITRE Center 
for Advanced Aviation System Development (CAASD) to develop a more sophisticated database 
structure, including a secure online site.  This database will meet AFS-80’s specifications and 
will include merging all existing AFS-80 databases, reducing or eliminating manual data entry, 
and improving analytic querying capabilities.  The database prototype is currently in the 
development stage, and is scheduled for completion by October 31, 2014. 
 
Recommendation 6: Develop and implement a consistent process to review and approve COAs 
across FAA regions, adopt measures that increase process efficiency and oversight, and provide 
necessary guidance and training to inspectors. 
 
Response: Concur.  AFS-80, in coordination with the Flight Standards Training Division, has 
completed and deployed three training courses.  An introductory course (Introduction to UAS; 
Course # 27100179) was released on September 30, 2013, and is available online in eLMS.  This 
course provides basic knowledge of the UAS elements and FAA oversight of UAS activities in 
the NAS.  Two courses for Aviation Safety Inspectors (ASI) were released in April 2014: UAS-
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Initial, Course # 27100222; and UAS-Practical Application Workshop (PAW), Course # 
21000049. 
 
During the next three years, AFS-80 will work with MITRE CAASD to engineer an integrated 
solution to efficiently accommodate increasing numbers of applications, rules, and complex 
dependencies of the multi-step COA approval process.  MITRE CAASD has assessed the current 
COA process, collected and evaluated the needs of various users, and determined gaps.  It will 
identify operational and functional requirements, develop a prototype, provide design and system 
requirements, and assess the process by using the prototype as an interim solution. 
 
AFS-80 has also established a COA Standardization Working Group comprised of both ASI and 
Air Traffic Control (ATC) Specialists located throughout the U.S.  The group’s purpose is to 
promote and ensure a nationally standardized process for COA processing by re-ordering the 
process and paralleling the UAS COA process with that of manned aircraft.  The new process 
will establish a repeatable risk assessment process for like activities.  By September 30, 2015, the 
team will also produce new guidance for Flight Standards and Air Traffic personnel which 
clearly delineates areas of responsibilities and eliminates duplication of work. 
 
Recommendation 7:  Complete airspace simulation and safety studies of the impact of UAS 
operations on air traffic control across all segments of the NAS. 
 
Response:  Concur.  This work is already underway.  AFS-80 is working closely with AJI to 
prioritize and conduct safety risk management panels (SRMPs) that best address airspace 
integration needs.  To date, three SRMPs have been completed and one is in progress.  AFS-80 
has identified the airspace classes (A, B, C, E, and G)2 that will need to be completed, and is 
working to complete a SRMP on each class of airspace as quickly as current staffing levels will 
allow.  Additionally, AFS-80 led a team to conduct site visits to four En Route facilities to 
collect data on the impact of current UAS operations to ATC facilities.  A detailed report was 
written on the site visits and was used to validate current issues impacting ATC facilities.  This 
report can be used to support future safety studies and analysis when applicable.  AFS-80 is on 
schedule to have all SRMPs completed by October 31, 2015. 
 
Recommendation 8: Develop a mechanism to verify that the UAS Integration Office, all FAA 
lines of business, and field safety inspectors are effectively coordinating their UAS efforts. 
 
Response: Concur.  In June 2013, the FAA established the UAS Working Group (UASWG); an 
ongoing, executive-led forum that reviews strategic Agency-wide UAS matters.  The UASWG is 
chaired by the Associate Administrator for Aviation Safety (AVS-1).  The UASWG aims to 
ensure cross-Agency decision-makers are aware of UAS-related integration activities, provide an 
opportunity to collect input and to address issues in specific areas of responsibility, and ensure 
UAS integration activities are coordinated on behalf of the Agency as a whole.  In order to verify 
that effective coordination is occurring, AVS-1 will solicit feedback from the UASWG members 
at the end of each meeting.  This will be implemented as an agenda item starting in June 2014. 
 

                                              
2 http://www.faa.gov/air_traffic/publications/atpubs/aim/aim0301.html#aim0301.html.1   

http://www.faa.gov/air_traffic/publications/atpubs/aim/aim0301.html#aim0301.html.1
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The UAS Safety and Data Management Section Manager holds weekly staff meetings that 
includes all of the field safety inspectors supporting UAS integration efforts.  Topics of 
discussion at these meetings vary widely from general status updates to specific problem areas 
encountered by inspectors.  This forum provides AFS-80 and the field safety inspectors the 
opportunity to hold open conversations on diverse areas of relevance and ensures that activities 
are coordinated between Headquarters and the Regions.  In order to verify that effective 
coordination is occurring, the AFS-80 Manager will solicit feedback from the staff meeting 
participants at the end of each meeting.  This will be implemented as an agenda item starting in 
June 2014.  The FAA requests that this recommendation be closed. 
 
Recommendation 9:  Determine the specific types of data and information needed from each of 
the six planned test ranges to facilitate safe integration of UAS into the NAS. 
 
Response:  Concur.  Agreements with each UAS test site require them to provide operational 
safety data (i.e., the same data required by a COA) to the FAA.  The FAA is working with each 
test site to understand their planned research activities.  Based on the research conducted 
throughout the life of the test site, the FAA will determine if and how the results will drive 
integration activities and supplement the FAA’s UAS research and development portfolio.  If the 
research is applicable and available (i.e., not intellectual property or trade secrets), the FAA will 
determine what data should be collected and request results of studies and relevant data from the 
test sites. This will be an ongoing activity as test sites develop. The FAA anticipates completion 
no earlier than 2017 and will provide the results by December 31, 2017. 
 
Recommendation 10: Establish a more detailed implementation plan with milestones and 
prioritized actions needed to advance UAS integration in the near, mid, and long term. 
 
Response: Concur.  AFS-80 is working with MITRE CAASD to develop a UAS Integration 
Strategy to assist with the development of a UAS Program Plan that identifies the goals, 
dependencies, issues, and specific milestones of a phased implementation approach for UAS 
integration into the NAS over a five year implementation period.  The strategy will depict the 
management/governance goals, structure, and activities, as well as the system engineering and 
integration mission, roles, and responsibilities.  Finally, the strategy will define a clear path to 
external agency and industry engagement and consensus-building.  The anticipated completion 
date for this plan is August 31, 2014. 
 
Recommendation 11: Establish metrics to define progress in meeting implementation 
milestones as a basis for reporting to Congress. 
 
Response:  Concur.  Five-year goals, metrics, and target dates for UAS integration into the NAS 
have been established and are contained in the FAA’s “Integration of Civil Unmanned Aircraft 
Systems (UAS) in the National Airspace System (NAS) Roadmap” Appendix C.  The Act 
requires the Roadmap to be updated and published annually.  The Roadmap is available online at 
http://www.faa.gov/about/initiatives/uas/.  Starting with the 2014 (second) edition, 
accomplishments from the previous year and updates to the Appendix C goals, metrics, and 
target dates will be noted in a separate Roadmap appendix.  The FAA recommends closing this 

http://www.faa.gov/about/initiatives/uas/
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recommendation as this activity has been completed and progress will be reported annually, per 
requirements in the Act.   
 
 



D!AMNE FEINSTEIN 
CALIFORNiA 

~nfteb ~tates ~enatt 
WASHINGTON, DC 20510-0504 

Mr. Michael P. Huerta 
Administrator 
Federal Aviation Administration 
800 Independence A venue, SW 
Washington, DC 20591 

Dear Administrator Huerta: 

http:i/feinstein.senate.gov 

July 15, 2014 

SELECT COMMITTEE ON INTELLIGENCE • CHAIP.!V1AN 
COMMITIEE ON APPROPRIATIONS 
COMMITIEE ON THE JUDICIARY 
CCMMtTIEE ON RULES AND AOMINJSTRXno:~ 

I write to express my deep concern about the safety of unmanned aerial 
vehicles (UA Vs), or drones, and to ask that you redouble your efforts to ensure the 
safety of the airspace and people on the ground in the United States. 

I understand that there is currently a moratorium on the commercial use of 
drones, including those of very small size, except for specific exemptions granted 
by the FAA on a case-by-case basis. Further, recreational use of drones is illegal if 
it poses a danger to the airspace, for example by flying carelessly and recklessly 
near pedestrians or airplanes. The use of drones by public agencies in civil 
airspace is also subject to strict FAA safety oversight through the granting of 
Certificates of Authorization (COA). However, press reports of accidents and 
close calls indicate that these sensible safety rules are inadequate, under-t;nforced, 
or without sufficient penalties to deter dangerous behavior. In my view, drones 
pose a serious threat to people in the air and on the ground, and the FAA's 
paramount responsibility is to ensure that use of the airspace is safe. 

I urge that you increase your enforcement efforts against violations of law 
by unauthorized drone operators. I further ask that you decline to issue Certificates 
of Authorization or exemptions for any UA V unless you are confident that the 
aircraft will be operated safely. And, I ask that you review each Certificate of 
Authorization or exemption issued to date to ensure that adequate safety 
precautions are in place. If you do not believe the FAA has sufficient legal 
authority or resources to protect the safety of the airspace against unlawful or 

FAA-140717-011 



dangerous use of drones, please let me know. IfFAA cannot assure me that the 
safety of the airspace can be protected against such drone operation, I will 
introduce legislation to strengthen and extend the current moratorium and put in 
place further safeguards to protect Americans. 

Let me bring your attention to the recent series of articles by Craig Whitlock 
of The Washington Post documenting the numerous crashes and other mishaps that 
have plagued drone operations. The June 20th article states that "[m]ore than 400 
large U.S. military drones have crashed in major accidents around the world since 
200 l, a record of calamity that exposes the potential dangers of throwing open 
American skies to drone traffic." According to the June 23rd article, "[s]ince 
November 2009, law enforcement agencies, universities and other registered drone 
users have reported 23 accidents and 236 unsafe incidents, according to FAA 
records." 

Indeed, data strongly indicate that drones are much more dangerous than 
manned aircraft to other aircraft and to people on the ground. According to the 
June 20th article, the number of drone accidents is almost equivalent to the number 
of major crashes by Air Force fighter jets and attack planes - even though drones 
flew "far fewer missions and hours.'' Available data from the Defense Department 
and the National Transportation Safety Board indicate that, compared to military or 
commercial aircraft, drones are by far the most accident-prone per flight-hour. It is 
clear that there is a lot of work to be done before drones can meet the level of 
safety we expect the FAA to maintain. This is particularly the case because, as you 
know, the sorts of drones available and in development today truly are of all shapes 
and sizes, ranging from a very small drone available for consumer purchase to 
much larger military drones. 

Given. these safety issues, one would expect that, as drone -~se expands in 
domestic airspace, there will be a growing number of safety scares. And that is 
exactly what is happening, according to the June 23rd Washington Post article, 
which states: "Hazardous occurrences are becoming more frequent as more drones 
- legal and illegal - take to the skies." 

In fact, the article states that "[i]n 15 cases over the past two years, drones 
flew dangerously close to airports or passenger aircraft." The article describes two 
incidents on the same day in May in which "airline pilots trying to land at two of 
the nation's busiest airports got on their radios to report the unnerving sight of 
small rogue drones buzzing at high altitudes." Those two airports were LaGuardia 
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Airport in New York City and Los Angeles International Airport, where pilots 
identified drones at altitudes of over 5,000 feet. I also recall the much-reported 
incident in March 2013 where a drone flew dangerously close to an international 
flight landing in New York City at John F. Ke1medy Airport. We cannot wait 
until one of these devices brings down an airliner before taking action to protect 
the public. 

I was concerned to read in the June 22nd Washington Post article that, 
despite the history of accidents, the Defense Department has "161 certificates to 
operate drones in shared airspace - almost double the number from two years 
earlier." In fact, the FAA's online fact sheet states that, as of December 4, 2013, 
there were 545 active Certificates of Authorization (COAs) and that 1,387 COAs 
had been issued by the FAA since 2009. I urge the FAA not to issue a COA for 
any UAV unless it is confident that the aircraft can be operated safely. 

I further ask that you review each COA issued to date and prepare a report 
documenting, for each COA that has been issued: 

(a) the entity to which the FAA issued the COA, when the COA was issued, and 
when the COA expired or is scheduled to expire; 

(b) the geographical area of operation covered by the COA, and whether there 
were any populated areas nearby; 

(c) the make and model of the UAV covered by the COA; 
( d) any accident involving the UA V covered by the COA; and 
( e) any safety measure or precaution required by FAA in connection with the 

COA . 

. Thank you very much for your attention to this important issue. I look 
forward to your prompt response. · 

Sincerely, 

!~u· /~-·· ; __.......- r 

-l/t~ £.c.'" ?_:> I Ch 
.Qrarine Fems1e n --

.. _--/united States Senator 
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